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Ensuring that patients with cardiac implantable electronic devices (CIEDs) receive appropriate follow-up, either in-office or remote, remains a significant challenge even for the most advanced and well-supported electrophysiology practices. Typical barriers include identifying and hiring sufficient staff, reminding patients of their in-office appointments, ensuring that remote transceivers are plugged in and communicating, and establishing reliable clinical workflows to manage the burden of data generated by remote transmissions. But these are first-world problems. Most of the world's population resides far from medical centers that have the personnel and the expertise to manage these complex devices. 
Diaz et al in this issue of the Journal of Cardiovascular Electrophysiology present an elegant demonstration of how off-the-shelf technology used by many different industries can be employed in health care to bring the expertise of individuals experienced in managing CIEDs to remote areas of the globe and, by extension, anywhere that cellular service is available. Using Realwear HTM-1 (Realwear, Vancouver, WA) smart glasses, Diaz et al demonstrate that a healthcare provider skilled at managing CIEDs and patients with these devices can guide another healthcare provider in a remote location to perform a full interrogation of a CIED, reprogram the device if needed, and can evaluate the patient simultaneously. This simple yet elegant study overcomes challenges others have encountered in part by ensuring that a skilled healthcare professional is present and in close proximity to the patient. This ensures that a reliable observer is present and can communicate back to the electrophysiologist if a patient has an untoward reaction to any of the reprogramming changes. 
Others have tried to address the need for remote interrogation and reprogramming differently. Kloosterman et al modified a Medtronic programmer by installing software that enabled it to be remotely controlled by a physician from another computer.(1) More recently, Sylvian Ploux et al demonstrated the feasibility of remotely reprogramming Abbott, Biotroni, and Micro Port CIEDs by connecting a video capture device and microcontroller to the respective proprietary programmers, allowing a remote PC to mirror and control the programmers.(2) Both of these approaches achieve the goal of remotely reprogramming CIEDs.
One might ask why CIED manufacturers have not risen to meet the need for remote reprogramming. Medtronic and Boston Scientific implantable loop recorders can be remotely reprogrammed - but these devices have no life-sustaining therapies. Technically, it is a simple problem to solve. The answer, I suspect, lies in the potential hazards: the risk of creating a vulnerability for cybersecurity hackers (although with asymmetric cryptography, end-to-end secure communication protocols, and hardware accelerators this risk is low), the risk of initiating a reprogramming command that is not executed completely, leaving the CIED in a potentially unreliable state, and the risk of human error causing a potential adverse event (for example, checking an atrial pacing threshold in a pacemaker-dependent patient without backup ventricular pacing).(3)
There is unquestionably a need for remote interrogation and reprogramming, and as more devices are implanted around the globe this need will grow. While each of the solutions outlined above has demonstrated success remotely interrogating and reprograming CIEDs, remotely controlling a CIED programmer via another PC across the web inherently leaves more opportunities for network instability, software crashes, and cybersecurity vulnerabilities. Using industry-tested, off-the-shelf smart-glass technology reduces (but does not eliminate) the risk of technical problems interrupting the encounter and the risk of incompletely executing a reprogramming command because ultimately the reprogramming is being performed by a human. 
The use-case scenario for smart glasses presented by Diaz et al is just the tip of the iceberg when it comes to the potential impact this technology could have on healthcare delivery. I look forward to watching other creative investigators take advantage of this powerful tool, perhaps even incorporating augmented reality to present 3D information.   
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